
Create a private key using the following instructions. 

1. Visit the key generator website (https://www.wpoven.com/tools/create-ssh-key). 

2. Leave the “password” field blank. 

3. Set the “type” to rsa (the default). 

4. Set the “length” to 4096. 

5. Press Create Key. 

” 



6. Under the box labeled “Private Key” press download and save this file



7. Under the box labeled “Public key”, press copy to clipboard and paste this into an email to the JPL   

Informatics Center.  Your email must include:  

  - Your newly generated public key (pasted in) 

          - Your name 

  - Your institutions name 

  - The name of the project you will be uploading data to (e.g. “EDRN Prostate MRI”). 



Once JPL team processes the email, you will be sent 
your SFTP username and will be ready to upload 
data.



Download the program “WinSCP” 

Open “WinSCP”



Enter in the host name and the username given to you by JPL



Click the Advanced button under the password field



After clicking Advanced, this pop-up will appear



Click on “Authentication” under the SSH header



Click on the ellipsis in the Private key file field



Insert the private key that was created in the first slide 
 
Then press open



Once the private key file field has been updated, press OK



You will then be directed back to this screen. 
 
Press Login.



You will then see this connection occurring. 
 
Once the connection is complete, you can upload files


